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Abstract The watermark is the new technology which can be used to apply to authenticate the image
copyright and offer the safety. The traditional watermark protects the digital image through modifying the
image data to hide the information which is used to authenticate the image copyright. It does not suit
protecting some images which are not permitted to be destroyed. The lossless watermarking is an effective
method to protect these image data. A complete frequency lossless watermarking method with which the
image data need not be changed is proposed in this paper. Wavelet transform is first performed for the
original image and then for the high and middle frequency part of the image transformed the geometric
flow is traced by using Bandelet and the texture and edge considered for feature parameters of the image
are used to construct high frequency lossless watermarking. For the low frequency part of wavelet
coefficients by selecting optimal matrix norm a new watermarking scheme is then proposed. Through
drawing the statistical character and the edge of the image the method is able to protect the image from all-
around attack. The experimental tests show that the proposed approach has the capability to resist strong

attacking and it can be widely used in protecting data which are not permitted to be modified.
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Fig. 1 Searching image geometric flow. a Orange image of Barb and b Image geometric flow.
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Fig. 2 The process of lossless watermarking.
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Fig. 6 The image geometric flow watermark resists when image remains the line drawing. a The line drawing of Lena and b

Result p=0.1562.
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Fig. 7 The image geometric flow watermark resists when image remains the basso-relievo. a The basso-relievo of Lena and b
Result p=0.2441.
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Research Background

Watermarking has become an effective method to protect digital image but the traditional watermarking always destroys the
image for hiding the information. For some applications such as image of CT we hope that the image should be original. To solve
this problem a complete frequency lossless watermarking method with which the image data need not be changed is proposed in this
paper. This research is supported by the National Natural Science Foundation of China under grant Nos. 60573027 and 60603014 .
The experimental tests show the proposed approach has the capability to resist strong attacking. The watermarking afforded by this

paper can be widely used in protecting the digital image which should not be destroyed.



